Internet/Social Media: Etiquette & Policy

· Mail on the Internet is not secure. Employees should never include private and confidential information in email form because e-mail is sent unencrypted and is easily read. 

· Management has the right to access all e-mail files created, received or stored on company systems and such files can be accessed without prior notification. 

· Take care when sending replies. It is best to address directly to a sender(s). Check carefully, the "To" and "From" before sending mail. It can prevent unintentional errors. 

· Always include a professional email signature (an identifier that automatically appends to your e-mail message) that contains the method(s) by which others can contact the employee.

· For important items, let senders know the correspondence has been received, even if an in depth is not available immediately. 

· Watch punctuation and spelling - it reflects professionalism of the company and employee. Use automatic checking programs if available. 

· Downloading files from the Internet can bring viruses and disrupt memory. Employees may not download non-work related files on company computers.

· Never send, post or provide access to any confidential company materials or information (including, but not limited to, information regarding members and employees). 

· Almost all data and software is subject to the Federal copyright laws. Care should be exercised whenever accessing or copying any information that is not proprietary for use in emails or social media postings.

· If an employee does not want an employer, co-worker, client, etc., to view a given piece of information, do not post, blog, tweet and/or post a picture of it on any social media site. 

· In a given circumstance, if an employee would not directly address their supervisors, do not divulge it on any social media site. 

· We prohibit cyberspace commentary that is disparaging to the company, employees and/or clients. This may constitute harassment, a crime.

· We have full administrative rights over all of our proprietary internet assets and social media endeavors. Any and all employee interactions on these mediums are subject to our review and approval and may be removed at any time at our discretion. 

I accept the terms of this addendum:

Employee Name:

Studio:



I agree:

Yes / No
(please hi-lite response)

Date: 
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